
Example report based on Guidelines 
 

A: Legal basis B: Processes & Systems 

Definitions: 
 
“In Country, terrorism is defined as a 
method – justified by political ideology – 
that includes violent acts aiming to kill, 
harm, or spread fear amongst civilians.” 
 
“In Country, terrorist content is defined as 
any content produced by designated 
terrorist groups.” 
 
“There are 23 groups designated as 
terrorist in Country. You can find the full list 
of groups here [hyperlink].” 
 
“Country is signatory to the International 
Covenant on Civil and Political Rights 
(ICCPR)” 
 
Legal framework: 
 
“Use of the internet for terrorist purposes is 
criminalised in the Counterterrorism Act of 
2005.” 
 
“The 2016 Counterterrorism Statute 
authorises the Anti-Terrorism Unit to submit 
legal orders on behalf of Country’s 
government” 

 
“The online investigations team in the Anti-
Terrorism Unit monitors online terrorist 
activity and submit legal requests and ToS 
referrals to tech companies. The Unit has a 
dedicated review process in place to ensure 
that it does not encourage undue takedown 
of legal content, or that there is no risk 
associated with human rights before 
sharing with a tech company.”  
 
“This team uses web scraping methods to 
collect content for analysis from online 
platforms. It also relies on public reports 
made via a dedicated reporting platform. A 
record is kept of all content discovered and 
reported to platforms.” 
 
“The Anti-Terrorism Unit has a dedicated 
staff devoted to managing appeals, in case 
we erroneously request or refer content, or 
if tech companies disagree about a referral 
violating their ToS.” 

 
 
 

C: Moderation statistics 
   2019 2020 2021 

Terrorist content* or activity discovery    

 Cases of terrorist content or activity 
discovered 

350 450 550 

  Breakdown by 
company 

   

  Breakdown by source 
of discovery 

   

  Breakdown by type of 
violation 

   

  Breakdown by 
terrorist group or actor 

   

Orders and requests    

 Removal requests 250 350 450 

  Breakdown by 
company 

   

  Breakdown by type of 
violation 

   

  Breakdown by 
terrorist group or actor 

   

 User information requests 150 250 350 



  Breakdown by 
company 

   

ToS referrals    

 Referrals 100 200 300 

  Breakdown by 
company 

   

  Breakdown by 
terrorist group or actor 

   

Contestations 

 Total appeal notices 
received 

 10 20 30 

  Breakdown by 
company concerned 

   

  Breakdown by type 
(legal requests or ToS 
referral) 

   

 % successful  90% 90% 90% 

  Breakdown by 
company concerned 

   

  Breakdown by type 
(legal requests v ToS 
referral) 

   

 

 


